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S’ta; safe online

e dO -
é Use a long passphrase

instead of a password
Include some uppercase,
numbers and symbols

22 Use different passphrases
for different accounts

Be wary of putting in 22
passwords on public wifi

é Ensure your password
recovery email is current
Change your password if

you think it could have é

been compromised

é Log out of shared devices

Be careful setting hints (é
that may reveal too much

. don't

- 7

your passphrase like your

,\%g Use personal information in

name, birthday or address

Share passwords with
friends or siblings

N

(@ Make your passphrase too
difficult to remember

Write down passphrases

Click on links or

(@ attachments in emails
you're not sure about
response to emails or calls ES

Save your passwords
In browsers

Provide passwords in

Constantly change
strong passphrases
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